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Part 5. Lessons in Regulating Tech from
 other Sectors 

T
here is no doubt that the regulation of technology is a challenge across the board in every 

sector. A
 recently published O

E
C

D
 paper sum

m
arises the challen

ges that the digital 
revolution poses for policym

akers, as show
n in table 2 below

. 

T
ab

le 2: T
h

e P
o

lic
y C

h
allen

g
es o

f D
ig

ital T
ran

sfo
rm

atio
n

 

V
ecto

rs o
f D

ig
ital 

T
ran

sfo
rm

atio
n

 
P

o
lic

y C
h

allen
g

es 

S
cale w

ithout M
ass  

A
s digital businesses can be physically sm

all but have m
assive reach -

are size-based policies (or policies based around regulating individuals 
rather than businesses) still appropriate? 

P
anoram

ic S
cope 

D
o you have com

petition policies in place to take account of the ability of 
digital businesses to scale quickly due to low

 transaction costs and 
potentially create netw

ork effects that m
ay create barriers to entry? A

re 
your policies neutral betw

een traditional firm
s and digitally enabled firm

s 
w

ho m
ay have new

 business m
odels? 

S
peed: dynam

ics of 
tim

e

Intangible assets 

T
ransform

ation of 
S

pace

E
m

pow
erm

ent of the 
E

dges

T
he R

ise of 
P

latform
s and 

E
cosystem

s 

H
ave you considered creating spaces for policy experim

entation (e.g. 
sand boxes, policy labs)? Is there scope for replacing overly specific 
regulations w

ith m
ore general principles that allow

 greater flexibility? H
ow

 
m

ight data analytics im
prove the design, im

plem
entation and evaluation 

of policies?

D
o policies “follow

 the data
” and m

ake provisions for w
ho ow

ns the data, 
has control over it and is accountable for its stew

ardship? 

D
o policies that are based on geographic concepts take into account the 

ability of digitally enabled firm
s to provide products and services w

ith little 
or no physical presence? 

H
ave you developed policies that exploit the ability that digitisation brings 

to m
ore accurately target policies to individuals or specific businesses? 

H
ave you considered the use of block chain technologies as a m

eans of 
authentication and verification services? 

H
ave 

you 
considered 

developing 
public 

platform
s 

or 
partnering 

w
ith 

com
m

ercial platform
s to deliver governm

ent services and execute public 
policies? H

ave you sought to develop a cadre of civil servants w
ith 

technical 
expertise 

that 
can 

help 
inform

 
policy 

m
aking 

and 
its 

im
plem

entation? 
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T
hese policy challenges are faced in various form

s by sectoral regulators as w
ell as 

governm
ents. T

here are som
e useful lessons for the legal sector from

 the w
ay in w

hich 
regulators in other sectors have addressed these challenges. 

Lessons from
 Fintech

O
ne sector w

hich is often a point of reference for legal sector regulators is the financial 
services sector. T

he fintech revolution has taken off since the 2007-8 financial crisis w
hich 

shook public trust in so m
any financial institutions. Levels of investm

ent in fintech have risen 
from

 less than $3 billion in 2011
46 to over $100 billion in 2018

47. N
ot surprisingly, financial

regulators have been required to respond. T
hese responses have broadly fallen into the 

follow
ing categories: 

 
S

an
d

b
o

xes: A
 resp

o
n

se to
 th

e d
em

an
d

 fo
r sp

eed
 an

d
 flexib

ility in
 reg

u
lato

ry 
d

ecisio
n

m
akin

g

T
he sandbox concept w

as first launched by the U
K

 F
inancial C

onduct A
uthority in 2015. It 

em
erged from

 a suggestion by the U
K

’s C
hief S

cientific O
fficer that the financial services

industry needed to be able to conduct its ow
n equivalent of dru

gs trials. T
he objectives of the 

sandbox are:

 
T

o enable firm
s to test products and services in a controlled environm

ent 
 

T
o reduce the tim

e it takes to develop new
 services and at potentially low

er cost 
 

T
o ensure that appropriate consum

er protection safeguards are built into new
 

products and services 
 

T
o provide better access to finance for innovative types of service. 

T
he sort of financial businesses that have entered the F

C
A

’s sandbox have covered the 
spectrum

 of the financial sector, from
 pensions and insurance through to w

holesale and 
retail banking. T

he m
ajority of those involved have been in the retail banking sector w

ith a 
focus on im

proving custom
er experience, such as better paym

ent syste
m

s, im
pro

ve
d

 
tracking of assets, or enhanced identity verification procedure

s
48.

T
here have also been som

e interesting and innovative consum
er facing trials taking place in 

the sandbox. O
ne service tested w

as designed to help consum
ers on benefits feel m

ore 
financially em

pow
ered. It enabled them

 to receive paym
ents from

 govern
m

ent, m
ana

ge their 
budgets through a m

obile app and m
ake faster paym

ents for key services such as rent, 
council tax, gas, and electricity. 

4
6

 https://w
w

w
.econom

ist.com
/le

aders/2
01

5/05/09/the-fintech-revolu
tion 

4
7

 https://thefinanser.com
/2018/08/100-billion-invested-fintech-20

18.htm
l/ 

4
8

 w
w

w
.fca.org.u

k/publicatio
n/re

search-and-data/regu
latory-sa

ndb
o

x-lessons-learned-rep
ort.pdf 
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1 Boundary of 
sandbox 
environment 

2 Customer 
protection 
measures 

Common "customer safeguards" 

• Fixed time period of the sandbox (e.g. usually half 
a year to a full year) 

• Number of customers 
• Type of customers (e.g. retail/professional, age, 

income level) 
• Exit strategy for test failure and discontinuation 
• Transition plan for full deployment 

• Client onboarding requirements 
• Disclosure requirements (about the test and 

available compensation) 
• Dispute resolution process (e.g. PII) 

3 Risk management • System stability, cybersecurity and data privacy 
measures ____ • Organizational competence 

Another sandbox firm tested a mobile application which used behavioural techniques to 
encourage consumers to set aside small amounts of money in a savings account. These 
savings were then offset against high cost credit obligations and helped to reduce the 
number of customers going into arrears on outstanding debt. 

A further test looked at how AI could be used to obtain more consistent advice for 
consumers receiving face-to-face debt advice, thus augmenting the expertise and judgment 
of financial advisers.  

Since 2015, the principal financial regulators in Australia, Hong Kong, Indonesia, Malaysia, 
Thailand, Singapore, Korea, Beijing (Fangshan district), the Netherlands, Denmark, Arizona, 
to name a few, have launched their own variants of the sandbox concept. 

The key features of a sandbox are set out in figure 4, below. 

Figure 4: How sandboxes work 

Source: EY Analysis 

 Regulator non-neutrality: A response to the need to drive change 

A particularly thorny area for regulators arises because virtually any decision that they 
make in relation to new technology represents a non-neutral position, which may either 
be perceived as favouring incumbents or disruptors. In the financial services industry, 
regulators have cast aside neutrality and taken positive steps to encourage disruptors 
through the creation of fintech accelerator programmes (e.g. the Bank of England’s 
FinTech Accelerator; the Monetary Authority of Singapore’s Financial Sector Technology 
and Innovation (FSTI) scheme). Accelerators are more proactive than sandboxes as they 
aim to seek out and assist new entrants to produce “proof-of-concepts” for new services. 
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 Industry Environment: A response to the need for good infrastructure  

As the functional framework shown in figure 1 of this report illustrates, the legislative 
framework and industry infrastructure in a sector is crucial to the creation of a tech friendly 
environment. The broad industry environment will include factors such as the existence of a 
national digital identity (e.g. as in Norway or Estonia), or the development of specific APIs or 
other measures to enable open data (e.g. the UK’s Open Banking initiative). It can also 
include corporate law, such as the new law introduced in 2018 by Vermont, enabling 
companies to incorporate as blockchain-based LLCs, and ensuring that this is supported by a 
generally positive policy environment. 

 Dialogue: A response to the need to grow regulator expertise 

Many financial regulators recognise that they lack the internal expertise to respond to 
technology driven innovations. The creation of the advisory panel is therefore an 
increasingly common tool in the financial regulator’s armoury. The US Conference of State 
Bank Supervisors (CSBS) has, for example, set up a Fintech Industry Advisory Panel which 
has been commissioned to engage with state regulators “to identify actionable steps for 
improving state licensing, regulation, and non-depository supervision and for supporting 
innovation in financial services”.49 Such panels usually aim to provide a direct dialogue with 
a broad cross-section of businesses operating in the fintech sector. The CSBS panel, for 
example, is comprised of 33 fintech businesses operating across the spectrum of retail 
financial services. Some of these are well-established financial sector players, such as 
Western Union and Paypal, some are start-ups and some are digital businesses moving 
into the retail finance sector, such as Amazon Payments and Microsoft Payments. This sort 
of panel is intended to be practical and business focused, rather than one that engages a 
wide range of academic and regulatory input, as in the case of the Board of the UK’s Office 
for Artificial Intelligence. 

 New Regulations: A response to the need to fill gaps 

Many fintech regulators have aimed to fill obvious gaps in their rules e.g. in relation to equity 
crowdfunding and Peer to Peer (P2P) lending (Korea, Thailand, Malaysia and Singapore). 
Others, like the Gibraltar Financial Services Commission (GFSC) are creating new types of 
authorisation to cover types of businesses that don’t fit under existing frameworks. In 
Gibraltar’s case, it has chosen to create a regulatory framework for financial sector 
businesses based on distributed ledger technology (DLT). This framework applies to any 
business that is not subject to regulation under any other regulatory framework, and which 
uses DLT for the transmission or storage of value belonging to others. The new framework 
has been in place since January 2018 and there are now 7 DLT firms registered in Gibraltar, 
representing around 1.5% of all the Gibraltar Financial Services Commission’s licensees. 

49 CSBS Vision 2020 
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G

u
id

an
ce/stan

d
ard

s: A
 resp

o
n

se to
 th

e n
eed

 fo
r g

reater clarity in
 g

re
y areas  

T
he increasing use, and potential future uses, of form

s of A
I in financial advisory services, 

has led several financial regulators to issue industry guidance
 on the use of A

I. T
he 

A
ustralian S

ecurities and Investm
ents C

om
m

ission (A
S

IC
) has issued guidance on digital 

financial advice that includes robo-advice
50 and the M

onetary A
uthority of S

ingapore (M
A

S
)

has elaborated a set of principles for the use of A
I and data analytics in financial advice

51. 
T

he principles adopted by M
A

S
 are show

n in B
ox 3 below

. 

B
o

x 3: F
airn

ess, E
th

ics, A
cco

u
n

tab
ility an

d
 T

ran
sp

aren
c

y (F
E

A
T

) in
 th

e U
se o

f 
A

rtificial In
tellig

en
ce an

d
 D

ata A
n

alytics (A
ID

A
) in

 S
in

g
ap

o
re’s F

in
an

cial S
ecto

r  

F
airn

ess Ju
stifiab

ility
1. 

Individuals or groups of individuals are not system
atically disadvantaged through A

ID
A

-driven 
decisions unless these decisions can be justified.  

2. 
U

se of personal attributes as input factors for A
ID

A
-driven decisions is justified. 

A
ccu

racy an
d

 B
ias 

3. 
D

ata and m
odels used for A

ID
A

-driven decisions are regularly review
ed and validated for 

accuracy and relevance, and to m
inim

ize unintentional bias. 
4. 

A
ID

A
-driven decisions are regularly review

ed so that m
odels b

ehave as designed and 
intended.  

E
th

ics
5. 

U
se of A

ID
A

 is aligned w
ith the firm

’s ethical standards, values and codes of conduct.  
6. 

A
ID

A
-driven decisions are held to at least the sam

e ethical standards as hum
an-driven 

decisions. 

In
tern

al A
cco

u
n

tab
ility

7. 
U

se of A
ID

A
 in A

ID
A

-driven decision-m
aking is approved by an a

ppropriate internal authority. 
8. 

F
irm

s using A
ID

A
 are accountable for both internally developed and externally sourced A

ID
A

 
m

odels. 
9. 

F
irm

s using A
ID

A
 proactively raise m

anagem
ent and B

oard aw
areness of their use of A

ID
A

.  

E
xtern

al A
cco

u
n

tab
ility

10. D
ata subjects are provided w

ith channels to enquire about, subm
it appeals for and request 

review
s of A

ID
A

-driven decisions that affect them
.  

11. V
erified and relevant supplem

entary data provided by data su
bjects are taken into account 

w
hen perform

ing a review
 of A

ID
A

-driven decisions. 

T
ran

sp
aren

cy
12. T

o increase public confidence, use of A
ID

A
 is proactively disclosed to data subjects as part 

of general com
m

unication. 
13. D

ata subjects are provided, upon request, clear explanations on w
hat data is used to m

ake 
A

ID
A

-driven decisions about the data subject and how
 the data affects the decision.  

14. D
ata subjects are provided, upon request, clear explanations on the consequences that A

ID
A

-
driven decisions m

ay have on them
 

5
0

 https://asic.gov.au/for-business/yo
ur-business/innovation-hub/licensing-an

d-reg
ulation/d

igital-advice/ 

5
1

 
http://w

w
w

.m
as.gov.sg/N

e
w

s-and-P
ublications/M

ed
ia-R

eleases/2
01

8/M
A

S
-introduces-ne

w
-F

E
A

T
-P

rinciples-
to-prom

ote-responsible-use-o
f-A

I-and-data-a
nalytics.asp

x 
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C

o
llab

o
ratio

n
: T

h
e n

eed
 to

 avo
id

 in
co

n
sisten

t reg
u

lato
ry ap

p
ro

ach
es 

W
hilst financial services regulators have increasingly been active in engaging w

ith fintech 
com

panies, they have n
ot alw

ays done so in a w
ay that is helpfu

l or consistent. In the 
crypto currency sector, for exam

ple, those launching a business in the U
S

 find them
selves 

defined and regulated as: “P
roperty” by the IR

S
, “M

oney” b
y the T

reasury D
epartm

ent, 
“C

om
m

odities” by the C
F

T
C

52 and “S
ecurities” by the S

E
C

. T
here are also different, often 

inconsistent, rules in place across m
any S

tates
53. 

W
h

ere n
ext fo

r fin
tech

 reg
u

latio
n

?
A

ctive regulation of fintech has now
 been in place in som

e jurisdictions for 4-5 years, w
hilst 

in others, it is just beginning. W
herever they are on their tra

jectory, financial services 
regulators are increasingly finding that they do not have a cho

ice about w
hether to react to 

the digital revolution. T
he U

S
 C

o
m

p
etitive E

nterprise Institute has argued
54, for exam

p
le, 

that the C
onsum

er F
inancial P

rotection B
ureau’s “failure to pro

m
ote innovation and 

com
petition as part of a consum

er protection fram
ew

ork is an explicit violation of the 
B

ureau
’s objectives”. 

In term
s of w

hat m
ight be the next stage of developm

ents for fintech regulation, the 
advisory firm

 E
Y

 has m
ade several predictions, w

hich m
ay h

ave som
e re

sonance in the 
legal sector. T

hey foresee: 

 
A

 grow
th in sophistication in the use of sandboxes. E

Y
 expect that em

erging 
technologies w

ith higher m
aturity an

d better-defined scope such
 as biom

etrics, user 
com

parison sites and P
2P

 lending w
ill have shorter approval pro

cesses and defined 
criteria for graduation. Less m

ature technologies w
ith a m

ore u
ncertain balance of 

consum
er risks and benefits, m

ight follow
 a different path. 

 
C

ross border cooperation is projected to increase w
ith the prospect of m

ultilateral 
“F

inT
ech bridges”. A

 few
 financial authorities have signed F

inT
ech cooperation 

agreem
ents in recent years w

hich go beyond sim
ple inform

ation sharing and pave 
the w

ay for regional or m
ultilateral experim

entation w
ith regulation. 

 
T

here w
ill be a push for industry certification both w

ithin an
d across jurisdictions. 

T
hese w

ill be particularly in dem
and

 for areas w
hich require sp

ecialized know
ledge, 

such as robo-advice for investm
ent, cryptography in blockchain applications and 

credit scoring m
odels in alternative lending. 

5
2 C

om
m

odities F
uture T

rading
 C

om
m

issio
n 

5
3

 https://w
w

w
.carltonfields.co

m
/insig

hts/publicatio
ns/20

18/state-regu
lation

s-on-virtu
al-currency-a

nd-b
lockchain-

techno
lo

gies
5

4
 https://cei.org/blog/financial-services-regulatory-sandbox-w

in-consum
ers%

C
2%

A
0%

C
2%

A
0 
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W
hilst all the tools used by financial regulators m

ay not directly translate across to the legal 
sector, there are certainly ideas from

 the fintech sector that can be adapted. N
otably: 

-
T

he need for cross border cooperation on this issue. 
-

T
he potential for certification of individuals or of services to be used in som

e form
. 

-
T

he need to look at regulating businesses, not just individuals and be able to 
respond to the regulatory needs of new

 business m
odels, w

hilst m
anaging 

consum
er risk.

M
edical Device Regulation

F
intech is not the only sector w

hich m
ight hold lessons for the

 regulation of legal tech. T
he 

use of technology in the health sector is also interesting for legal regulators to explore, 
since both sectors are experiencing the dual phenom

enon of new
 technologies that can 

augm
ent the decisionm

aking capacity of expert p
rofessionals, an

d em
pow

er the lay 
consum

er to self-diagnose, and perhaps even resolve or cure the
ir problem

s. 

W
hilst the legal services sector rem

ains hung up in m
ost jurisdictions on the dichotom

y of 
‘law

yers’ versus ‘non-law
yers’, the m

edical w
orld has been able

 to develop a different 
approach. T

his is largely thanks to the long-standing existence of national regim
es for the 

regulation of m
edical devices, w

hich m
ay or m

ay not be used by expert clinicians. T
his 

regim
e has been able to expand to cover softw

are in m
edical devices and health apps 

w
hich em

body artificial intelligence. 

M
edical device regulation is longstanding and although it varie

s from
 jurisdiction or 

econom
ic area, there are com

m
onalities across countries.  A

s ea
rly as 2013, the 

International M
edical D

evice R
egulators F

orum
 (IM

D
R

F
) began to establish a com

m
on 

fram
ew

ork for regulators in relation to technology. T
his w

as designed to assist regulators 
everyw

here to take a convergent approach to the regulation of S
oftw

are as a M
edical 

D
evice (S

a
M

D
). T

his sort of cooperative effort has produced guidance
55 w

hich states that
softw

are w
hich is intended to “treat or diagnose” is considered to represent a higher risk 

(and consequently should be subject to m
ore stringent regulatory oversig

ht) than those that 
“drive” or “inform

” clinical m
anagem

e
nt. 

T
he U

K
’s M

edicines and H
ealthcare P

roducts R
egulatory A

gency (M
H

R
A

) has slightly 
expanded this classification into: A

pps and softw
are that are intended to diagnose, apps 

and softw
are that are intended to calculate clinical risk; and apps and softw

are that are 
intended to provide clinical decisions. It has also produced ve

ry useful guidance for 
developers to assist them

 in understanding w
hether softw

are or apps that they have 
developed should be regulated and w

hat standards and other requ
irem

ents they w
ill need 

to m
eet 56. 

5
5

 w
w

w
.fd

a.gov/do
w

n
lo

ads/M
e

dicalD
evices/D

eviceR
eg

ulatio
nan

dG
uidance/G

uida
nceD

ocu
m

ents/U
C

M
5

2
490

4.p 
df5

6
 M

H
R

A
 G

uida
n

ce: M
edica

l de
vice stand-alo

n
e softw

a
re including a

pps (including IV
D

M
D

s) v1.05 
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B
esides this, in the U

K
 and throughout E

urope, standalone softw
are and apps that m

eet 
the definition of a m

edical device m
ust be C

E
 m

arked in line w
ith the E

U
 m

edical device 
directives, in order to ensure they are regulated and acceptably safe to use and perform

 in 
the w

ay the m
anufacturer/ developer intends them

 to.

H
ow

ever, in order to encourage the safe developm
ent of new

 applications, som
e m

edical 
device regulators have taken an approach not dissim

ilar to the sandbox approach. F
or 

exam
ple, th

e U
S

 F
ood and D

rug A
dm

inistration (F
D

A
), w

hich histo
rically required new

 
m

edical devices w
ith no legally m

arketed equivalents to be given the highest regulatory 
classification, has recognised that this could potentially underm

ine the developm
e

nt of new
 

technologies. It has therefore published a S
oftw

are P
recertification T

est P
lan. T

his aim
s to 

explain how
 the F

D
A

 w
o

uld satisfy itself that A
I driven softw

are devices are sufficiently safe 
and effective to be given lim

ited m
arket clearance to enable th

em
 to be tested and to 

collect the data they need to be developed, even w
here they can

not m
eet the sam

e 
standard required of traditional m

edical devices. 

T
here are som

e areas of potential interest to legal regulators in the approach taken by 
regulators of m

edical devices: 

 
F

irstly, regulators have not attem
pted to treat all A

I driven softw
are and apps in the 

sam
e w

ay. A
n attem

pt has been m
ade to classify risks according to its end user or 

purpose; 
 

S
econdly, regulators have offered guidance to developers about the requirem

ents 
they w

ill need to fulfil and the standards of inform
ation transparency about their 

softw
are that they should provide to users.

 
T

hirdly, regulators have cooperated across countries, to find com
m

on ap
proaches, 

even if their regulatory regim
es are different.

 
Lastly, regulators have realised that it m

ay be disproportionate to apply the sam
e 

rules to apps under developm
ent and som

e kind of sandbox or pre
certification 

approach m
ay be needed.

A
I driven m

edical softw
are has not been w

ithout its problem
s and there continue to be a 

raft of unresolved problem
s, inter alia, around liability issues

57. B
ut this area is nonetheless 

one w
hich m

ight m
erit further close exam

ination
 by legal regula

tors for ideas and 
inspiration on how

 to address the problem
s of expert and diagno

stic system
s.  

In addition to these industries w
hich have analogies to the leg

al sector, there is experience 
w

orth regulators being aw
are of in less obvious com

parative circum
stances. 

The A
utom

otive Industry

T
he autom

otive industry illustrates how
 the existence of approp

riate rules can prom
ote the 

developm
en

t of a new
 industry.  

5
7

 http://blog.petrieflom
.la

w
.harvard.edu/2017/02/10/artificial-in

tellig
ence-a

nd-m
edical-liab

ility-part-ii/ 

4
9 



 
 

 

  

 
 

 
 

 

                                                 
 

  
 

 
 

  

0 

C
ountries w

hich have adopted legislation around the regulation of driverless cars
58 (the U

K
, 

G
erm

an
y, S

outh K
orea and S

ingapore) have, not surprisingly, developed the technology 
faster than others. G

erm
any, for exa

m
ple, has developed a testing paradigm

 w
hich sets out 

clearly w
hat is perm

itted (e.g. a driver’s hands off the w
heel), w

here responsibility lies (th
e 

carm
aker is responsible for accidents if these are due to syste

m
 failure) and the ethics of 

decisionm
aking in these circum

stances (to be com
pliant in G

erm
a

ny, autonom
ous ve

hicle 
softw

are m
ust prioritize hum

an lives over anim
als and property). 

T
he autonom

ous vehicle industry has also had to m
eet requirem

en
ts for the docum

entation 
of failures

59, leading to exploration of how
 the notorious black box problem

 in deep learning 
m

ight be dealt w
ith. T

his has led to the im
portation of ideas from

 the A
ir A

ccident and S
afety 

Industry and investigation of how
 flight data recorders m

ight b
e adapted to autonom

ous 
vehicles in order to assist w

ith an ex-post understanding of w
h

ere liability m
ight lie for any 

accidents
60.

T
he black box problem

 in A
I is often raised as a potential issu

e for legal A
I, so it is instructive 

to see that other industries have found potential solutions to this problem
. 

Interesting lessons from
 this for legal regulators are that the autom

otive industry’s 
experience dem

onstrates that:

-
A

ppropriate regulation can enable the developm
ent of technology solutions 

-
E

thical requirem
ents and liability considerations can be built into technology. 

C
onclusions

T
he legal sector is not alone in adjusting to the w

orld of technology. T
here are therefore 

m
any opportunities for legal regulators to learn from

 other sectors. T
his m

ay, how
ever, 

require regulators to take a m
uch w

ider view
 of the m

arket for policy ideas than they 
traditionally m

ight have done. 
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Part 6: What lessons can be drawn from this for Legal Regulation in 
England and Wales? 

There are many lessons that regulators in England and Wales can draw from the rest of the 
world and from other sectors. These lessons can be translated into risks that regulators 
should factor into their policymaking in relation to technology. 

 Risks of doing nothing 

Firstly, whilst there are plenty of tech entrepreneurs who would argue that regulation acts 
as a deterrent to investment by venture capital, and who might be fearful of regulatory 
involvement in legal tech, there are risks in doing nothing. The current state of regulation in 
the legal market in many jurisdictions is not necessarily conducive to investment. If 
regulators do not respond to the challenge of legal tech, investment capital will favour other 
areas in preference to the legal market. The opportunities that technology presents, to 
improve the functioning of the sector, will then be lost. 

 Risks of being too slow 

Although regulators ought not to take the easy option of standing aside and letting legal 
technology develop independently of regulation, this does not mean ‘business as usual’. 
Regulators need to learn from other sectors that business models in the tech industry are 
very different from traditional sectoral models. If regulators want the positive benefits that 
technology can bring to longstanding problems of e.g. access in the sector, they will need 
to be prepared to move more quickly than in the past. This may mean being prepared to 
encounter a greater risk of challenge in decisionmaking.  

 Risks of being constrained by the current regulatory model 

Evidence from around the world illustrates how important the regulatory model is in 
determining how regulators engage with legal tech. It is important for regulators to be 
aware of this and to be prepared to think about how current regulatory structures and 
constructs may be narrowing their field of vision. It is also a particular risk of regulation by 
title61. 

 Risks of settling for sandboxes rather than building castles in the sky 

The sandbox approach has been widely embraced in the financial sector and is seen as a 
positive way for regulators to be flexible when faced with new technological solutions, whilst 
minimising public policy risks. Sandboxes certainly have their place in the regulator’s 
toolbox but should not be the whole story. The sandbox approach only deals with 
circumstances in which innovators have a business proposition which needs to be tested 

61 University of Melbourne NSI Discussion Paper 1, 2018 
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against the existing rulebook. T
hey prom

ote an increm
ental approach, in w

hich individual 
rules m

ay b
e w

aived or m
odified. W

hat they do not do, is proactively harness technology to 
deal w

ith system
ic problem

s, such as access to credit for the poor in the financial sector, or 
access to justice in the legal sector. T

hese kinds of issues require a deliberate policy 
decision to use technology to help solve them

 and to provide in
centives to entrepreneurs to 

focus in this direction. 

 
R

isks o
f th

e b
in

ary re
g

u
lated

/u
n

reg
u

lated
 m

o
d

el  

D
ifferent jurisdictions m

ay have different boundaries betw
een w

hat is and is not regulated 
in the legal sector, but these boundaries are all problem

atic w
hen considering new

 
technology. F

or exam
ple

, in E
ngland and W

ales, legal advice apps w
hich incorporate 

advice outside of the reserved activities w
ould, as in the case of sim

ilar advice provided by 
a hum

an being, be unregulated. A
lthough they w

ould be covered b
y the basic protections 

offered by the C
onsum

er R
ights A

ct 2015 and the E
lectronic C

om
m

erce (E
C

 D
irective

) 
R

egulations 2002, these protections w
ould only apply w

here a co
ntract had been 

concluded
62. T

here m
ight, how

ever, b
e greater risks involved in an unregulated online 

autom
ated advice service com

pared to the sam
e unregulated advice being provided by a 

hum
an being. A

 consum
er accessing an app w

hich gives legal advice m
ay, for exa

m
ple, 

not know
 if the app is designed for their jurisdiction. E

qually, the app designer m
ay ne

ver 
have intended it to be put to the use that an unw

itting online user chooses for it. A
nd lastly, 

a highly m
isleading app w

hich w
as of great significance to the choices m

ade by individual 
consum

ers, could potentially cause m
ore dam

a
ge m

ore quickly than a rogue hum
an.  

It has som
etim

es been suggested that this m
ight justify a redraw

ing of the boundaries of 
regulation for the entire sector (see for exam

ple, N
S

I U
niversity of M

elbou
rne 2018). 

H
ow

ever, this doesn’t have to be the case, as other sectors, like the health sector illustrate. 
T

he exam
ple of the regulatory debate around health apps is very instructive for the legal 

sector and m
ight point to an interm

ediate type of kitem
ark based regulation to deal w

ith 
new

 types of risk. T
he m

edical profession continues to be divided on the appropriateness of 
kitem

arks
63, but the E

uropean U
nion has been establishing a new

 C
E

 m
ark re

gim
e to 

govern m
edical devices, w

hich covers S
oftw

are as a M
edical D

evice (S
a

M
D

). T
his regim

e 
subjects S

aM
D

 to regulation w
here such softw

are is classified a
s a m

edical device, w
ith a 

different regim
e applying

 to devices that are classified as “accessory” devices
64. T

he
classification is dependent on the level of risk involved to pa

tients or users. R
egulators in 

this area have been at pains to stress that the delivery of m
e

d
ical device type activity 

through softw
are or an app w

ill be subject to full regulation. T
he clinical director of devices 

at the M
edicines and H

ealthcare P
roducts R

egulatory A
gency (M

H
R

A
) said to a conference 

in 2015, “B
e under no illusion—

if you have a m
e

dical device and
 it’s softw

are or an app and 
patients com

e to grief, w
e’re com

ing looking”. 65 
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 Risks of uncertainty about liability/responsibility issues 

There has been a great deal of focus on AI and ethics in the last couple of years and there 
are many others engaging with this question. However, “ethics” is a narrow regulatory 
concept as well as a broad societal issue. Although it has not yet become a major drag on 
the development and deployment of AI in the legal sector, it may well do so in future if the 
medical sector precedent is anything to go by.  

It would help to promote the take-up of AI if there was a sector-wide reflection on the 
specific ethical issues for the sector posed by different forms of AI, how they are used and 
what this might mean for the authorised individual or entity who acts as “the moral agent”66. 
In other words, helping to unpick some of the responsibility and liability issues around the 
use of AI in the legal sector. In certain circumstances, this could mean, for example, that a 
responsible legal service provider should only use AI when they have an appropriate 
understanding of the data on which the software application has been trained, an 
appropriate knowledge of how the underlying algorithm or deep learning works (or the 
ability to obtain an ex-post explanation), and are deploying the software in an appropriate 
environment. However, the extent to which such a detailed understanding might be 
required should depend on the use to which the software is being put. In other words, an 
ethical AI legal regulatory framework might need to exert greater control and scrutiny in 
circumstances where AI is applied to consumer legal needs. 

Given that individual legal service providers are realistically, not going to be in a position to 
have all of that knowledge about the software and how it was developed, there is an 
argument for some standards to be developed for legal services applications using AI in the 
provision of legal services to end users. This is where the concept of the functional 
framework for legaltech becomes a useful tool. 

  Risks of siloed thinking 

One of the most striking lessons from other jurisdictions and other sectors, is that the most 
interesting developments in technology are happening where a variety of different 
stakeholders with different backgrounds have come together. The ‘big tent’ legal sector 
conversation about technology has now become commonplace. 

Whilst this is a good starting point, there are many other interesting technology regulation 
lessons to be learned from sectors which the legal sector would never previously have 
thought of looking at, ranging from medical devices to the automotive industry. 

 Risks of being overwhelmed by the challenge 

Most regulators don’t have the data, skills or internal cultures to enable them to deal easily 
or comfortably with technology. The evidence from other sectors and jurisdictions is that 
most regulators are just at the beginning of the journey and the key is not to get frightened. 
Doing something, however small, is a start. 

66 Bryson, J. (2018) “How do we hold AI itself accountable? We can’t”.  
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 Risks of competition not cooperation 

Technology, and AI in particular, has become a competitive battleground for governments 
and regulation is often seen as part of the global competitiveness equation. Nonetheless, 
as the financial sector has increasingly discovered, there are also strong incentives for 
regulators to cooperate. Entrepreneurs often seek a bigger playing field than one 
jurisdiction in order to make their investments in technology work, and this leads to the 
need for interoperability between jurisdictions. Beyond this, regulators everywhere are short 
on resources and it therefore makes sense for them to share insights and pool expertise, 
even if their domestic models are slightly different. 

 Risks of lack of leadership 

Large corporate law firms, not surprisingly, lead on the adoption of the more advanced 
technologies in most jurisdictions. The drivers for large law firms to adopt AI solutions, for 
example, tend to be either client pressure, or greater internal efficiencies. The scope for 
technology to make a difference, however, is greatest at the consumer and unmet legal 
end of the demand curve. Ensuring that technology impacts all parts of the sector is 
something that may require regulatory action. The courts in the US, for example, are 
playing an important leadership role in trying to apply technology to access to justice 
problems and this is Illustrative of what leadership from the top can look like. 
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Part 7: Recommendations 

This discussion leads to a range of recommendations. 

(a) For the Legal Services Board 

The LSB is well positioned at the centre of regulatory framework in England and Wales and 
should therefore be well positioned to take a broad and longer-term view of the market. The 
specific suggestions for further action for the LSB to take are: 

i) Better joined up with the courts and other public sector initiatives 

The UK government has made technology a priority for UK PLC. The AI Sector Deal 67 

published in March 2018, sets out an industrial strategy for AI.  In response, in summer 
2018, the Lord Chancellor set up a LawTech Delivery Panel which has the following 
objectives, illustrated in figure 5. 

Figure 5: The Objectives of the LawTech Delivery Panel 

In March 2019, the Lord Chief Justice also set up an AI Advisory Group, to offer guidance on 
the likely impact of developments in AI on the Judiciary. The remit for this group also 
included: Ensuring that judges are sufficiently trained on AI and its impact; and considering 
the most pressing legal, ethical, policy, cultural and economic effects of AI. 

67 https://www.gov.uk/government/publications/artificial-intelligence-sector-deal/ai-sector-deal 
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The LSB and frontline legal regulators should be part of these wider sector conversations, or 
at the very least, there should be a regular opportunity to bring regulators together with those 
working on the same problem but from a slightly different angle. The LSB could also liaise 
with regulators in other sectors and monitor the wider “UK PLC” regulatory initiatives that 
might impact on legal sector regulation (e.g. the recommendation from the House of Lords68 

that a group of bodies including, inter alia, the Centre for Data Ethics and Innovation, the 
Alan Turing Institute, the Institute of Electrical and Electronics Engineers and the British 
Standards Institute should produce guidance on the requirement for AI systems to be 
intelligible). 

ii) A Standing Advisory Panel 

Currently there are plenty of opportunities for legaltech start-ups and investors, vendors and 
clients to get together at industry specific gatherings, but little direct dialogue with regulators 
on the industry-wide or systemic challenges posed by technology. The LSB could help to fill 
this gap by setting up an advisory panel on legal technology, along the lines of the approach 
taken by the US Conference of State Bank Supervisors (CSBS). The objective of such a 
panel would be to ensure that the legal regulatory environment was as supportive of the 
development and adoption of technology as required to meet both regulatory and wider UK 
PLC objectives. The panel could be charged with addressing some specific questions, along 
the lines of those outlined below in ‘specific projects’ and coming up with recommendations 
for the legal sector as the CSBS advisory panel did. In order to be most effective, the panel 
would need to include a range of industry players, representatives of consumer interests, 
data scientists and academics, as well as regulators. Care would, however, need to be taken 
that this did not duplicate the efforts of the LawTech Panel. 

iii) Cross-border dialogue 

The challenges of technology in the legal sector are by no means unique to the UK. As this 
report has illustrated, many other legal regulators are grappling with the same issue and are 
at the same early stage of consideration. Although technology development, and AI in 
particular, is often seen through the prism of geopolitical and economic competition, there is 
also a recognition in many sectors that this is also a matter in which countries need to 
cooperate. 

The LSB could play a useful role in this, for example, by building on the existing International 
Conference of Legal Regulators69 network. It could bring together a group of regulators from 
different jurisdictions who were most interested in the regulatory consequences of 
technology in the legal sector. Such a group could usefully also comprise academics with 
expertise in legal regulation and applied computer science, as well as practitioners and 
players from the legal tech sub-sector. This could take inspiration from the Global Financial 

68 House of Lords Select Committee on Artificial Intelligence, Report of Session 2017–19 
HL Paper 100, AI in the UK: ready, willing and able? 
69 https://iclr.net 
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Innovation N
etw

ork
70 and could, for exam

ple, start by aim
in

g to establish com
m

on 
understanding about key definitions and term

s, in order to begin building a legal regulator’s 
playbook for technology.

T
here are also several specific projects in w

hich the LS
B

 could
 engage for the benefit of the 

legal sector:

iv) S
ettin

g
 a L

eg
altech

 strateg
ic ch

allen
g

e to
 reg

u
lato

rs

T
he LS

B
 could follow

 the lead taken by the U
S

 C
onference of C

hief Justices and set out an 
am

bitious goal for the deploym
ent o

f technology in the legal se
ctor. In the case of the U

S
, 

the focus is access to justice, w
ith an em

phasis on the courts and dispute resolution. A
 U

K
 

version of this could focus m
ore explicitly on how

 regulators can use technology to solve the 
unm

et legal need problem
. T

his w
ould allow

 the conversation aro
und the regulation of 

technology in the legal sector to be draw
n m

ore w
idely than sim

ply around the question of 
w

hether regulation is or isn’t a barrier to innovation. T
his co

uld be designed to build on and 
broaden-out existing initiatives in order to take a m

ore holistic view
 of how

 technology can be 
harnessed to solve access to legal services and access to justice. 

vi) D
ata stan

d
ard

s

T
he LS

B
 has already done im

portant w
ork on open data. B

ut there
 is m

uch m
ore that could 

be done. T
he LS

B
 should consider leading an investigation into w

here the data assets of the 
legal industry lie and w

ith w
hom

. T
his m

ay be a critical building block for future 
developm

en
ts, since there is possibly a greater risk of overconcentration in the inform

ation 
assets of the sector than in any other area (given the dom

inance of com
panies like T

hom
son 

R
euters and Lexis N

exis). T
he im

portance of this is underlined by com
m

e
nts that w

ere m
ade 

by M
ike Lyn

ch to the H
ouse of Lords S

elect C
om

m
ittee on A

rtificial Intelligence and quoted 
in its A

pril 2018 report 71

“D
ata is everything in m

achine learning, w
hich m

eans w
hoever gets access to data 

can have a big advantage. A
s they gain a m

ore consolidated position in the m
arket, 

in turn they get access to m
ore data, and so they can easily create an advanced 

com
petitively defensive position”. 

T
he data gathered and m

ade availa
ble by front line regulators through the open data 

initiative, is a good start but it m
ust be recognised that w

hat this includes is inevitably 
lim

ited by the current regulatory m
o

del.  T
he legal services m

a
rket w

ill only w
ork effectively 

w
hen there is enough data available about the problem

s that the
 LS

B
 is keen to resolve. 

T
here is therefore scope for a project on data in the legal sector – its existence, availability, 

usability and w
hat could be done to im

prove this situation. 

70 w
w

w
.fca.org.u

k/firm
s/globa

l-financial-inn
ovation-netw

ork 
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vii) Ethics and AI 

There has been a great deal of focus on AI and ethics in the last couple of years and there 
are many others engaging with this question, not least the Law Tech Panel, which has 
looked at ethics in the justice system. However, “ethics” is a narrow regulatory concept as 
well as a broad societal issue. The LSB could usefully lead a project reflecting on the 
specific regulatory ethical issues for the practising profession posed by different forms of AI, 
how they are used and what this might mean for the authorised individual or entity which 
acts as “the moral agent”72 in legal advice scenarios. In other words, helping to unpick some 
of the responsibility and liability issues around the use of AI in the legal sector. 

viii) Ensure consistency of approach 

The experience of other sectors explored in section 5 illustrates the risk of inconsistency in 
regulatory treatment (e.g. of blockchain by various US financial services regulators). The 
LSB could help to ensure that regulators develop a common language and conceptual 
understanding. This might be done, for example, through training organised by the LSB and 
made available to relevant staff at the front-line regulators. 

ix) Creating a Toolkit for Legal Tech Start-ups 

There is a regulatory product that the LSB could either produce itself or do so in 
collaboration with the frontline regulators and others. This would be a toolkit for 
entrepreneurs seeking to start a legaltech business on the issues they should be aware of. 
This is the kind of exercise which could underpin the development of a future BSI standard 
for certain types of legal technology that might warrant ‘soft regulation’. 

x) Reflecting on the regulatory model 

As explored in the previous part of this report, there may be new questions to be asked 
about the current regulatory settlement in England and Wales, prompted by the increased 
use of technology in the sector. As technology changes the balance of risk in the sector, 
the Legal Services Board should not be afraid to reflect on what this means for the England 
and Wales regulatory model at a fundamental level. 

(b) For Frontline Regulators 

The frontline legal sector regulators are all at very different stages of engagement with 
technology and have very different levels of resource capability. However, even where a 
sophisticated approach has been taken (e.g. by SRA), this has been focused largely on 

72 See “How do we hold AI itself accountable? We can’t” Joanna Bryson University of Bath 
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engagement with individual legal sector businesses and not at a systemic level. The frontline 
regulators might therefore all be encouraged to: 

i) Develop technology strategies 

These will inevitably vary in detail and sophistication and will depend on which part of the 
sector they are in, and the nature of the authorised persons or entities for whom they are 
responsible. However, whilst this would be a challenge for smaller regulators, it would be 
worthwhile encouraging each of them to develop a view on the big technology questions 
facing the sector and to begin to think through their own approaches to these questions. For 
the very smallest regulators, the LSB might assist in facilitating these reflections. 

ii) Build up internal knowledge and understanding of legaltech 

Inevitably, an exercise like that suggested above, would help to develop more understanding 
within each frontline regulator. It would help to embed greater understanding of technology 
into the regulatory organisations if the larger regulators were encouraged to set up their own 
internal staff working groups, cutting across the different functions of the organisation in 
order to promote an overall growth of understanding about how technology is changing the 
market and will change regulatory functions over time. Regulators could also be encouraged 
to look at where they themselves can deploy technology to improve their own performance. 

iii) Dialogue with tech businesses active in their areas 

Given the different areas of the legal sector for which the frontline regulators are responsible, 
there will most likely be some differences in the type of legaltech with which their authorised 
individuals and entities engage. Each frontline regulator should therefore be encouraged to 
create their own dialogue with relevant businesses, once they are more familiar with how 
technology will impact their area of the legal sector. This might include existing authorised 
entities who are using or incubating tech solutions, potential new entrants, those who are 
deliberating positioning themselves as unregulated and tech entrepreneurs with products 
relevant to the sector. 

v) Encouraging RegTech 

Although the incentive for entrepreneurs to enter the legal regtech industry is nowhere near 
that of the financial sector, there are still ways in which technology could be harnessed to 
assist with compliance and the LSB, together with frontline regulators, could assist in this 
regard. Firstly, they could do so by increasing dialogue with startup regtech businesses to 
help them understand where there might be legal sector specific issues e.g. around legal 
professional privilege. Secondly, they could facilitate a dialogue across the sector on how 
regtech might help to build underlying legal regulatory principles (rather than explicit 
requirements) into their technology. Ultimately, what legal service providers want, is not to 
have to think about whether the software they are using is appropriate for their legal sector 
needs in terms of cybersecurity, data protection, AML etc.  This is not to say that the LSB or 
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the frontline legal regulators should necessarily get into the business of kitem
arking softw

are 
for the legal sector, rather that it could issue continually updated guidance on the issues that 
softw

are for internal use by the legal sector m
ight deal w

ith. 

iv) R
een

g
in

eer p
ro

b
lem

s

F
urther dow

n the road, the frontline regulators m
ay w

ant to e
xp

and on the overarching legal 
tech regulation challenge, w

hich w
as suggested earlier and deve

lop their ow
n design 

thinking. In practice, this w
ould m

ean, taking certain consum
er related legal issues and 

w
orking w

ith others in the sector to reengineer them
 from

 the
 consum

er perspective. T
his 

design thinking approach is evident in the U
S

 consum
er legal te

ch applications looked at in 
part 3 of this report, like S

upportpay or T
om

orro
w

.m
e

 and in the various sm
all claim

s apps
w

hich exist in different jurisdictions. H
ow

ever, th
ere is an opportunity for the m

arket in 
E

ngland and W
ales to take solutions like these to the next leve

l of functionality, by 
integrating regulated legal services in a w

ay that is not possible in m
any other jurisdictions. 

T
hinking through how

 regulated legal services could w
ork alongside consum

er-focused apps 
w

hich bundle various services together to deal w
ith specific problem

s, m
ay help to unlock 

som
e of the elusive hidden legal need in society.  

C
onclusions

R
egulation is not only about m

anaging m
arket failure and securing the public interest and 

other public policy goals. Industries w
ill often autonom

ously seek to establish rules to help 
them

 function and develop their m
arkets. Indeed, this is how

 m
u

ch of the regulation in the 
legal sector outside the courts in E

ngland and W
ales, and elsew

here, has em
erged. A

t their 
best, such industry-driven rules create clarity, interoperability betw

een players, standards to 
guide choices by custom

ers and a reduction of duplicated effort. O
n the negative side, they 

can be used to distort com
petition and create barriers to entry w

hich then requires public 
policy intervention.

Legal regulators should therefore not assum
e that standing asid

e from
 legaltech to avoid 

interfering unhelpfully in a w
orld of w

hich they are uncertain, is necessarily the right 
answ

er.

A
lison H

ook
June 2019 

6
0 



 
 

 

 

  

Annex 1: A Mapping of Legal Technology around the World 
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ANNEX 1: A MAPPING OF LEGAL TECHNOLOGY AROUND THE WORLD 

North America 

Universities with 
Legaltech Courses 

or Legal 
Technology 

Centres 

Incubators or innovation hubs 
supporting Legaltech or A2J 

startups 
Legal Tech Business Deployment activity 

Canada Legal tech centres 
hosted in the 
following: University 
of Waterloo and 
Osgoode Hall Law 
School; Dalhousie 
University – Law 
and Technology 
Institute; University 
of Ottawa – Center 
for Law, Technology 
and Society; 
University of 
Toronto – The 
Center for 
Innovation Law and 
Policy (CILP); 
Ryerson 
University – Legal 
Innovation Zone 

Canadian Incubators supporting 
legaltech: OSMO Foundation 
(Montreal) -has planned emphasis 
on startups geared towards 
disrupting traditional professional 
services. 
The Legal Innovation Zone (LIZ) 
(Toronto) spun out of Ryerson 
University.  
Creative Destruction Lab (Toronto) 
The Vector Institute (Toronto) 
Centre4Growth (Vancouver) - not 
explicitly legal tech but has hosted 
many access-to-justice startups. 
Spring Activator (Vancouver) -
supports access to justice tech. 

Major Canadian legaltech 
businesses include Kira Systems -
contract review and analysis; 
Diligen - AI document review; Loom 
Analytics - application that helps 
law firms and companies to analyse 
settled matters that did not leave 
behind a public court record. Clio – 
practice management software now 
with AI integration; 
Blue J Legal – predictive analytics 
software; OpenText™ Magellan– AI 
platform; Attorned (Toronto) - online 
legal procurement and flexible 
resourcing; Clausehound (Toronto) 
– tool for entrepreneurs, early-stage 
businesses and small businesses; 
Rangefindr.ca - helps lawyers and 
judges find criminal sentencing 
ranges in seconds instead of hours. 

Large Canadian law firms have all 
embraced technology: Osler Hoskin & 
Harcourt LLP, Fasken, Gowling WLG 
and Miller Thomson LLP all use Blue J 
Legal. Gowling WLG and Bennett 
Jones have adopted Loom Analytics. 
McCarthy Tétrault LLP and Cassels 
Brock & Blackwell are using KIRA 
Systems.   
Aird & Berlis has seconded one of its 
corporate associates to Toronto-based 
legal AI company, Diligen, to enable 
the firm to make use of the company’s 
technology for due diligence and real 
estate matters. 

The Quebec Bar, Quebec notaries and 
accountants have teamed together to 
invest in developing a secure 
communication tool to be offered to 
their members. 



 

 
 

  
 

 
 

 
 

 

 
 

 

 
 

 

  

Universities with 
Legaltech Courses 

or Legal 
Technology 

Centres 

Incubators or innovation 
hubs supporting 

Legaltech or A2J startups 
Legal Tech Business Deployment activity 

United Over 21 US The ABA Legal Incubator Major Legal technology The following large US law firms have developed 
States Universities across 

the country have 
dedicated Centres 
for Legal Innovation, 
research labs or 
innovation facilities. 

Directory lists 60 incubators 
of legal tech startups 
nationwide. The vast 
majority of these are either 
based in universities or in 
legal non-for-profits and law 
centres. 

players (based on size, 
capitalisation or fundraising) 
include Bloomberg Law, 
Everlaw, Prospero, 
Relativity, Legalzoom, 
LexisNexis, Recommind, 
Thomson Reuters Westlaw, 
Lex Machina, Ravel Law, 
Rocket Lawyer, ROSS 
Intelligence, LegalEase, 
Luminance, Neota Logic, 
UpCounsel, Wevorce. The 
vast majority of the 1140 
tech businesses listed in 
Stanford X’s Techindex are 
US based. 

in-house technology development capability or 
partnerships with legal tech businesses: Crowell 
& Moring (Digital Transformation 
Group); Dentons (Nextlaw Labs); Drinker Biddle & 
Reath (Tritura Information Governance 
(eDiscovery)); Jackson Lewis (Workthruit 
(workplace laws tech software)); Littler 
Mendelsohn  (CaseSmart (employment)); Perkins 
Coie (patent prosecution management); Reed 
Smith (GravityStack);Winston & Strawn (full 
service ediscovery vendor); Akerman; (Akerman 
Data Law Center); Atrium LLP (Atrium 
LTS); BakerHostetler (Accord Project); Cravath, 
Swaine & Moore (Luminance (partnership).. 



 

 

 
 

 
 

  

 

 
 

 

 

  
 
 
 
 
 
 
 
 

   

 

  

 

 

 
 

 
 

                                                 
  

Europe 

Universities with 
Legaltech Courses 

or Legal Technology 
Centres 

Incubators or innovation 
hubs supporting Legaltech 

or A2J startups 
Legal Tech Business Deployment activity 

Germany The following 
universities in 
Germany run law and 
technology courses: 
European University 
Viadrina, Bucerius 
(Berlin), Saarbrucken 
University (Institute of 
Legal Informatics), 
University of Applied 
Sciences Bielefeld, 
Dusseldorf University. 

Goethe University 
(Frankfurt) hosts a 
Legal Tech Lab. 

The following universities are 
members of the European 
Union funded ICT Law 
Incubators Network: The 
Alexander von Humboldt 
Institute for Internet and 
Society (HIIG), Leibniz 
Universität Hannover and the 
University of Passau. 

ReInvent Law (Frankfurt) is a 
standalone legal innovation 
hub whilst other German 
incubators e.g. FactoryBerlin 
host startups with 
applications for the legal 
sector. 

A German blog1 identified 120 
German legal tech businesses in 
2017. These were categorised into 
the following areas: Technology-
based consumer legal advice 
products; legal process 
outsourcing/lawyers on demand; AI 
and eDiscovery tools for law firms; 
legal practice management; legal 
databases; open data; smart 
contracts technology-based and 
standardized legal advice products; 
legal process outsourcing; lawyer 
finder and rating portals 

In January 2019, legal tech startup 
Helpcheck raised €11 million to 
defend consumer rights against big 
corporations. 

Beiten Burkhardt has been active in 
the legal tech space, sponsoring and 
hosting various events  

SKW Schwarz is active in the German 
legaltech space, investing in many 
emerging technologies. 

1 https://tobschall.de/2016/06/25/german-legaltech-overview/ 

https://tobschall.de/2016/06/25/german-legaltech-overview


 

 
 

 
 

   
   

 
 

 

 

  

 

  

 
 
 
 
 
 
 

 

Universities with 
Legaltech Courses 

or Legal Technology 
Centres 

Incubators or innovation 
hubs supporting Legaltech 

or A2J startups 
Legal Tech Business Deployment activity 

France None found. L’Incubateur du Barreau de 
Paris (IBP) hosts startups 
which are designed to assist 
lawyers in the practice of 
law. Several regional bars in 
France have now launched 
similar legaltech incubators 
and there is a network of 12 
across France. 

In 2017, 85 French legaltech 
companies were identified by 
Wolters Kluwer 

US tech database TechCruch 
highlights several French 
legaltech/regtech firms: Guacamol 
which provides incorporation and all 
legal formalities for startups. Captain 
Contrat - an online content and legal 
services platform for entrepreneurs, 
start-ups and small businesses. 
Lawgarithm which uses artificial 
intelligence and collaborative 
features to allow companies to better 
prepare, review, negotiate, execute 
and manage their contracts. 
Payfit which manages HR and 
payroll compliance. 

The Paris Bar Incubator lists 20 
startups nominated for its 2018 prize 
– most either are designed to offer 
services to law firms (e.g. contract 
drafting software) or to facilitate 
access to lawyers. 

There are 26 law firm members of the 
Paris Bar Incubator. 



 

 
 

 
 

 
   

 

 

 
 

 

 

 

 
 

 
 

 

 

  
 
 

  

 
 

 

 

 

 
 

 

Universities with 
Legaltech Courses 

or Legal Technology 
Centres 

Incubators or innovation 
hubs supporting Legaltech 

or A2J startups 
Legal Tech Business Deployment activity 

Netherlands Law and technology 
courses are offered 
at: Leiden University, 
Hogeschool van 
Amsterdam, 
University of 
Amsterdam and the 
University of Tilburg. 

Institute for Information Law 
(IvIR), Faculty of Law, 
University of Amsterdam is a 
member of the EU funded 
ICT Law Incubators Network 

Dutch Legal Tech is a 
platform for Legal Tech and 
Legal Innovation which has 
over 1000 members. 

Dutch Legal Tech and Wolters 
Kluwer have identified 70 Dutch 
legaltech startups which have 
received a total investment of € 
6.36m. Amsterdam is the main hub 
for this activity, hosting 33 Legal 
Tech startups, followed by Utrecht 
with 11 and the Hague with 6. Most 
Dutch startups are active in the 
areas of Online Legal Services and 
Document Assembly. 

Dutch law firm Van Doorne has 
worked with the Nalytics search and 
discovery platform to jointly develop a 
Bulk Document Compare solution 

Houthoff Buruma is deploying 
Luminance’s contract analytics 
technology. 

Loyens & Loeff launched its own Tech 
Academy in 2018. 

Belgium KU Leuven 
(Katholieke 
Universiteit Leuven) 
and Vrije Universiteit 
Brussels, VUB) offer 
law and technology 
courses. 

The University of Namur – 
Research Centre on 
Information, Law and Society 
(CRIDS), ICRI – Katholieke 
Universiteit Leuven (KU 
Leuven) are members of the 
EU funded ICT Law 
Incubators Network. 

The Flemish Bar Association 
and the French Speaking 
Lawyers Bar Association 
have both set up their own 
funds to invest in IT projects 
which can be used by all 
their members. 

Legaltech Belgium is a 
network and meetup group 
which has over 200 
members 

Legaltech Belgium has identified 33 
businesses operating in the legal 
tech ecosystem in Belgium. Of these 
7 are consumer facing services, 
mostly offering easier access to 
lawyers or document automation to 
assist with online claims. 

Law firm tech adoption activity has 
been driven by the Flemish and 
French speaking Bar Associations 
who collaborate on a Digital Platform 
for the Lawyer (DPA). 



 

 
 

 
 

 

 

 
 

 

 

 

 
 

 

 

 

 

 

 
 

 
  

  
 

 
 

 

 

 

  

 

  

Universities with 
Legaltech Courses 

or Legal Technology 
Centres 

Incubators or innovation 
hubs supporting Legaltech 

or A2J startups 
Legal Tech Business Deployment activity 

Spain IE Law School offers 
a masters’ 
programme in Law 
and Technology; UAB 
Barcelona offers 
modules in law and 
technology and 
postgraduate study 
options. UAM in 
Madrid offers an LLM 
in technology and IP 
law. 

IE lawschool launched a 
startup competition in 2019. 

Madrid based Instituto de 
Innovacion Legal hosts a 
hackathon and connects law 
firms to technology. 

In October 2018, tech consultancy 
Legaltechies.es identified 127 legal 
tech businesses in Spain (29.4% in 
Barcelona, 25.2% in Madrid and 
5.9% in Valencia). These fall into 5 
major categories: Management 
software for law firms and 
lawyers, platforms to acquire and/or 
generate online contracts, legal 
marketplaces, ODR, services to 
collect and securely generate digital 
evidence. 

Major Spanish law firms Garrigues, 
Cuatrecasas and Legalitas host 
startups. 

Scotland University of 
Edinburgh offers an 
LLM in Innovation, 
Technology and the 
Law 

Fintech Scotand is a 
member of LawScotTech 
and hosts several startups 
whose services might 
crossover into the legal 
sector for backoffice and 
compliance. 

The LawScotTech community 
currently includes 10 law tech 
businesses all focused on law firm or 
corporate users. 

Law Society of Scotland has launched 
LawScotTech to promote the 
conversation around legaltech in 
Scotland. 

Northern University of Ulster The Ignite NI accelerator has Belfast’s legal tech is focused Belfast is used as a global hub for 
Ireland hosts the Centre for 

Legal Innovation 
hosted tech startups with 
legal applications. 

primarily on law firm and corporate 
users. Local startups include: 
Repstor, SALT DNA and Briefed. 
Belfast also hosts European offices 
of Olenick, iManage and others. 

technology development by Allen & 
Overy, Axiom, Baker & McKenzie and 
Herbert Smith Freehills. PwC’s Belfast 
facility hosts the largest group of 
blockchain specialists in PwC 
worldwide and the only Google 
Innovation Lab in Europe. 



 
 

 
 

  
 

 
 

 
 

 

 

  

 
  

 
 
 
 
 

 

 
   

Asia-Pacific 

Universities with 
Legaltech Courses or 

Legal Technology 
Centres 

Incubators or innovation 
hubs supporting 

Legaltech or A2J startups 
Legal Tech Business Deployment activity 

Hong Kong HKU (Hong Kong 
University) hosts LITE 
(Law, Innovation, 
Technology & 
Entrepreneurship) Lab 

HK’s major startup hubs 
(Cyberport and WHub) are 
beginning to show an 
interest in legaltech and 
have sponsored legaltech 
events. In 2018, the Law 
Society of Hong Kong, and 
the Hong Kong 
Computational Law and 
Blockchain Festival 
organised a hackathon. 
There is also an active HK 
Legaltech meetup group 
with 196 members. 
Thomson Reuters hosts the 
local Legal Hackers HK 
chapter, hosting the 
chapters meetings 

Major HK legaltech 
businesses include: 
Zegal is the fastest 
growing Legaltech 
company operating 
across Asia Pacific and 
Europe, it allows clients 
to take their legal back-
office online.  
Decoding Law has 
created an internet 
browser extension 
powered by machine-
learning that simplifies 
legalese. Elevate (US) 
has acquired Cognatio 
Law, a Hong Kong-based 
flexible lawyering and 
legal consulting business 
serving in-house legal 
and compliance teams as 
well as law firms across 
Asia Pacific. 

No larger domestic firms have yet 
reported significant tech activity or 
investment yet. Most of HK’s legal 
tech appears to be led by global law 
firms with offices in HK. 



 
 

 
 

  
 

 

 

 
 

 

  
 

 

 
 

 

 
 

 

 

 

  

 

  

 

Universities with 
Legaltech Courses or 

Legal Technology 
Centres 

Incubators or innovation 
hubs supporting 

Legaltech or A2J startups 
Legal Tech Business Deployment activity 

Singapore National University of 
Singapore has an active 
alt+Law, student-led legal 
technology interest group, 
which has presented to 
Singapore Government 

The Future Law Innovation 
Programme (FLIP) hosted 
by the Singapore Academy 
of Law (SAL) is an 
accelerator for legaltech 
startups. By Oct 2018, 23  
entities had signed up to 
FLIP, including nine small 
and medium-sized law 
firms, three large law firms, 
two corporate counsel and 
nine legal tech companies. 
SAL also created the Legal 
Industry Framework for 
Training and Education 
(LIFTED) to provide 
education and training of 
legal professionals for the 
future. 

Singapore’s 
TechLawFest 2018 
showcased 17 local or 
regional tech companies 
(alongside international 
players). Most of these 
were offering B2B 
solutions 

Leading Singapore law firm Rajah & 
Tann has purchased an e-discovery 
firm. Global law firms A&O and 
Clifford Chance are using Singapore 
as their Asian hub for innovation. 
Clyde and Co and Linklaters are both 
members of FLIP, as is local family 
law boutique Rajan Chettiar LLP. 
The Attorney General’s Chambers is 
launching an automated litigation 
analysis work platform, called 
‘Intelligent Workspace’, to improve 
efficiency in its courts. 



 
 

 
 

  
 

 

 
 

 

  

 
 

 

Universities with 
Legaltech Courses or 

Legal Technology 
Centres 

Incubators or innovation 
hubs supporting 

Legaltech or A2J startups 
Legal Tech Business Deployment activity 

Australia Flinders University 
(Adelaide), the University 
of Technology Sydney and 
the Centre for Legal 
Innovation (CLI) at the 
College of Law all run 
courses or host legal 
technology centres. 
University of Melbourne 
Law School participates in 
technology collaboration 
Law without Walls X. 

National firm Mills Oakley 
created the Mills Oakley 
Accelerator, “a 13-week 
incubator support 
program”. 

The Australian Legal 
Tech Association (ALTA) 
has 51 legaltech 
business members, of 
whom about 10% are 
B2C. Major tech players 
include Lawpath and 
Legalvision who are 
targeting easier and 
more affordable access 
to law, via DIY 
documentation and fixed 
price services. 
Lawadvisor has a 
broader portfolio of 
innovative interests. 

A couple of leading Australian law 
firms host their own in-house 
technology innovation platforms: 
Allens’ LawLab and Gilbert + Tobin’s 
G+T<i> initiative.  
The Law Society of New South 
Wales is promoting awareness of 
technology through its FLIP 
programme. 
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Annex 3: List of Websites Cited 

Advocatalog http://www.advocatalog.com/ 
AfterIgo http://www.afterigo.com/ 
Aftersteps http://www.aftersteps.com 

Airhelp https://www.airhelp.com/en/ 
ArrestSOS http://arrestsos.com/ 
Attorneyfee http://www.attorneyfee.com 
Avvo https://www.avvo.com/ 
Bluetree Legal Connect http://bluetreelegal.com 
Burgie Law 1www.burgielaw.com 
CloudLawyers https://www.zeekbeek.com/ 
DemanderJustice.com   https://www.demanderjustice.com/ 
Everplans https://www.everplans.com/ 
Fairclaims.com https://www.fairclaims.com/ 
Fixed http://www.getfixed.me/ 
Flightright http://www.flightright.com 
Jammed up http://www.jammedup.com/ 
Jurihub https://www.hub-avocat.fr/#cols 
Justika https://www.justika.com/ 
Justiserv Now closed 
Kira Systems https://kirasystems.com/ 
Law Padi 1https://lawpadi.com/ 
LawDeeDa http://www.lawdeeda.com/ 
Lawgives https://www.lawgives.com/ 
Lawkick https://LawKick.com 
Lawpath https://lawpath.com.au/ 
Lawstud.io http://www.lawstud.io/ 
LeBonBail https://www.lebonbail.fr/ 
Legalist Online on Hukuk Hizmetieri https://www.facebook.com/legalistnet 
Legalstart.fr https://www.legalstart.fr/ 
LegalZoom 1www.legalzoom.com 
Litige.fr https://litige.fr 
Luminance 1www.luminance.com/ 
Matterhorn https://getmatterhorn.com/ 
Modria www.tylertech.com/products/modria 
Neota Logic 1www.neotalogic.com/ 
Pactanda http://pactanda.com 
Refund my ticket  https://www.refundmyticket.net/ 
Rechtsanwalt.com https://www.rechtsanwalt.com/ 
Rightmart https://rightmart.de/ 
Roadtostatus https://www.roadtostatus.com/ 
RocketLawyer www.rocketlawyer.com/ 
Shakeup Online www.shakeup.online 

Shortsalesopedia http://shortsaleopedia.com/ 
Stanford Law School Legal Techindex http://techindex.law.stanford.edu/ 
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Supportpay http://supportpay.com/ 
Swiftcourt swiftcourt.se 
Ticketwarrior https://ticketwarrior.com/ 
Tioex http://tioex.com/ 
Tomorrow https://tomorrow.me/ 
Uitelkaar www.uitelkaar.nl 
Visaease http://visaease.com 

Wenigermiete.de https://www.wenigermiete.de/ 
Wevorce www.wevorce.com 
Yuristiya https://www.f6s.com/yuristiya 

75 

https://www.f6s.com/yuristiya
www.wevorce.com
https://www.wenigermiete.de
https://Wenigermiete.de
http://visaease.com
www.uitelkaar.nl
https://tomorrow.me
http://tioex.com
https://ticketwarrior.com
https://swiftcourt.se
http://supportpay.com


 
 

 

 

 
 

 
 

 
 

 

 

 

Annex 4: Glossary of Terms 

ABA American Bar Association 
AI Artificial Intelligence 
AIDA Artificial Intelligence and Data Analytics 
AML Anti-Money Laundering 

API Application programming interface 
ASIC Australian Securities and Investment Commission 
CFTC Commodity Futures Trading Commission 
CSBS Conference of State Banking Supervisors 
DLT Distributed Ledger Technology 
FCA Financial Conduct Authority 
FDA Food and Drugs Administration 
GFSC Gibraltar Financial Services Commission 

Github An American web-based coding platform 
IMDRF International Medical Device Regulators Forum 
IOT Internet of Things 
LSB Legal Services Board 
MAS Monetary Authority of Singapore 
MHRA Medicines and Healthcare Products Regulatory Agency 
ODR Online Dispute Resolution 
P2P Peer to Peer 
SaMD Software as a Medical Device 
SEC Securities and Exchange Commission 
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